
  

 

Data protection declaration for the BAUR Fault Location App 
 

Effective date: 25/05/2018 
 
1. Introduction 

The following privacy statements apply for use of the BAUR Fault Location App 
(hereinafter referred to simply as the “App”). By utilising the services provided in 

our App, you agree to these conditions. If you have downloaded the App via an 
App store, the use of our App is also subject to the Terms of Use of the 
respective App store. 

 
2. Collection and processing of data 

The protection of your data is important to us. BAUR GmbH, based in 6832 Sulz, 
Austria, is committed to complying with the applicable data protection and 

privacy laws. In our role as controller, as set out in the General Data Protection 
Regulations (GDPR), details of the information we collect and process in relation 
to the App and the associated services are provided below. We wish to assure 

you that the collected data is only used for the purposes outlined here. 
 

Use of the camera 
The camera is only used to capture the QR code used to receive data from the 
BAUR product that is to be controlled using the App. No other images are 

captured or transmitted. 
 

GPS position data 
The App accesses the GPS position of the end device on which the App is 
installed in order to show the corresponding location on the map. However, the 

GPS position is not stored or transmitted. If the GPS function is disabled on the 
end device, the App can still be used; however, it will not be possible to show the 

position of the user. 
 
Scanning the QR code 

When it scans the QR code, the App connects to the server specified in the QR 
code. In the case of BAUR products, this server is a cloud service as standard, 

which is provided by A1 Digital International GmbH.  
 
This server is used to exchange control commands with your BAUR product. All 

IP addresses used are logged for the purpose of error detection on the server. 
The legal basis for processing this data is that the aforementioned purpose is in 

our legitimate interest. 
 
Only the Software department of BAUR GmbH and A1 Digital International GmbH 

(Lassallestraße 9, 1020 Vienna, Austria) have access to this server. 
The logged IP addresses will be stored for a maximum of three months and then 

deleted, provided they are not required as evidence in relation to the 
establishment or defence of legal claims. 
 



  

 

3. Conclusion 
Should you have any questions or comments regarding the provisions set out 

here, please e-mail headoffice@baur.at or write to BAUR GmbH, Raiffeisenstraße 
8, 6832 Sulz, Austria. 
 

Under the applicable data protection regulations, you have the following rights 

concerning your data: the right to access, the right to rectification, the right to 

erasure, the right to restrict processing, the right to object and the right to data 

portability. These rights can be exercised by sending a letter or e-mail to the 

contact details cited above. 

 

Under the applicable data protection regulations, you have the right to complain 

to a supervisory authority in the EU or to the Austrian Data Protection Authority in 

Vienna if you believe that an infringement of data protection law has taken place. 

 


